Deploy ASP.NET Application to IS

This blog guides you how to deploy your ASP.NET/MVC application to 1S web server. And make
it public to internet. There are totally 4 steps:

¢ Install required components in IIS.
o Publish files to I1S: copy files to server and create website in 1IS.
e Add Port Exception to Windows Firewall.
e Assign public IP Address to your website.
1. Install required components in IS
Control Panel-> Programs and Features
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To turn a feature on, select its check box. To turn a feature off, clear its check box. A
filled box means that only part of the feature is turned on.
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2. Publish files to 11S
2.1 In Visual Studio, select project - > Publish...
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2.2 Create a new profile
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2.3 Connection, configure server and website. Here we choose the default website.



Publish Web ?

@ Publish Web
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2.4 Settings, choose ‘Release’.
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@ Publish Web
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2.5 Preview, check what files are to be deployed.
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@ Publish Web
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2.6 After publish, all of files are copied to ‘C:\inetpub\wwwroot\CoursePlayer’.
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3. Add Port Exception to Firewall

3.1 Control Panel -> Windows Firewall
3.2 Advanced setting
@
« = ~ 1 i > Control Panel > All Control Panel ltems > Windows Firewall
File Edit View Tools Help
Control Panel Home Help protect your PC with Windows Firewall

Windows Firewall can help prevent hackers or malicious software from gaining access to your PC through the

Allow an app or feature Internet or a network.

through Windows Firewall
& Change notification settings l v Private networks Not connected
G Turn Windows Firewall on or

off l o Guest or public networks Connected

9 Restore defaults

Networks in public places such as airports or coffee shops
9 Advanced settings

Troubleshoot my network Windows Firewall state: On

Incoming connections: Block all connections to apps that are not on the list
of allowed apps

Active public networks: = 2WIRE799
Notification state: Notify me when Windows Firewall blocks a new app

3.3 Inbound Rules -> New Rule...



3.4

3.5

File Action View Help
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Rule Type
Select the type of firewall rule to create.
Steps:
@ Rule Type What type of rule would you like to create?
@ Protocol and Ports
@ Action O Program
o Profi Rule that controls connections for a program.
@ Name @® Port
Rule that controls connections for a TCP or UDP port.
) Predefined:
AllJoyn Router
Rule that controls connections for a Windows experience.
) Custom
Custom rule.
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0 MNew Inbound Rule Wizard

Protocol and Ports
Specify the protocols and ports to which this rule applies.

Steps:
@ Rule Type Does this rule apply to TCP or UDP?
@ Protocol and Ports @ 1ICP
@ Action O upp
@ Profile
= Does this rule apply to all local ports or specific local ports?

) Al local ports

(® Specific local ports: [eal

Bxample: 80. 443, 5000-5010
<ok Cancel
3.6 Action

‘ New Inbound Rule Wizard
Action
Specify the action to be taken when a connection matches the condttions specified in the rule.

Steps:
« Rule Type What action should be taken when a connection matches the specified conditions?
@ Protocol and Ports
e @ Allow the connection
® This includes connections that are protected with IPsec as well as those are not.
@ Profile
— () Allow the connection if it is secure
. " This includes only connections that have been authenticated by using IPsec. Connections
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3.7 Profile




ﬂ New Inbound Rule Wizard

Profile
Specify the profiles for which this rule applies.

Steps:
@ Rule Type When does this rule apply?
@ Protocol and Ports
@ Action E‘ Domain
@ Profie Applies when a computer is connected to its corporate domain.
¢ Name Private

Applies when a computer is connected to a private network location, such as a home

or work place.

Public
Applies when a computer is connected to a public network location.
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3.8 Name

ﬁ MNew Inbound Rule Wizard

Name

Specify the name and description of this rule.
Steps:

« Rule Type

# Protocol and Ports

@ Action

o Frofile Bame:
TCP

# Name

Description (optional):
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After the above steps, your machine is exposed to the outside world.
4. Assign Public IP address to your website.

4.1 In 1IS, add Binding to web site
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4.2 Set IP Address and Port.

If you choose another port, you must add the port number to firewall exception, refer to step 3.
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4.3 Access website with ip address,

don’t miss the last slash.
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4.4 Try this address in another machine.



